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AiSP Events and Updates

Navigating the Digital Future: Cyber Resilience in an Era of Al, Quantum and Conflict
14 April 2025

Navigating the Digital Future: Cyber Resilience in
an Era of Al, Quantum and Conflict

14 A BFM Village Square, MBC10 level 10

hnmy Kho

In an age defined by rapid technological advancements and global uncertainties, the need for robust cyber resilience has never been
more critical. As artificial intelligence (Al) and quantum computing reshape the digital landscape, new vulnerabilities and threats
emerge, challenging organizations and individuals alike to safeguard their digital assets. Furthermore, the rise of cyber conflict and
state-sponsored attacks highlights the importance of a resilient cyber infrastructure that can withstand and recover from disruptions.

Register here



https://forms.office.com/r/ckFmSgm47x
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NEWLY LAUNCHED!

IS-BOK 2.0

INFORMATION SEQUI}ITY

= . 2
FIEQDY OF KNOWLEDEE

Publishied by

LAISP

Price: $87.20 (inclu GST)
Scan the qr code for payment! 4 "

SCAN

Get our newly launched Information Security Body of Knowledge (BOK) Physical Book at $87.20 (after GST).

While stocks last!

Please scan the QR Code in the poster to make the payment of $87.20 (inclusive of GST) and email secretariat@aisp.sg with your
screenshot receipt and we will follow up with the collection details for the BOK book.
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STACKXx Cybersecurity 2025
15 April 2025
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STACKx is GovTech’s biannual
conference, where experts and
professionals come together to deep-dive
into a niche topic. This year's STACKx

and innovations in cybersecurity that are
shaping the digital landscape, focusing on
addressing the challenges and
opportunities posed by increasingly
sophisticated cyber threats and emerging
technologies.

Register here

Cybersecurity showcases the latest trends

CS4CA APAC & APAC Cyber Summit
16 — 17 April 2025

CYBER SUMMIT

COMPLIMENTARY PASS WITH CODE: "AlIS|

We are excited to announce that AISP is
partnering with the global IT & OT Security
conferences Cyber Security for Critical
Assets (CS4CA) APAC and APAC Cyber
Summit!

These joint events offer a unique platform
for over 150 senior cyber security decision-
makers to connect, be inspired and
collaborate on building a more resilient
digital frontier in the region.

Over 2 days, the events will deep dive into
key industry challenges, such as:

1+ Securing Legacy OT in a Digitalised
World
+ Integrating OT Architecture to the Cloud
+ Cyber Regulation and Compliance
+ Managing Cyber Risks Across the
Supply Chain

Members of AISP can redeem a
complimentary pass with the code
“AISP”

Secure your complimentary pass online
today to earn up to 12 CPD credits for
your attendance!

Register here

Adopting Zero Trust File Security
16 April 2025

Mark your calendars! T On Wednesday

April 16th, at 6:45 PM (Wilkie Edge, #03-

08, Singapore), our tech expert Bryan Lee

speaking LIVE at ISC2Chapter TechTalk tg

dive into "Adopting Zero Trust File

Security." Don’t miss this insightful
session! &’

Join us and discover how to apply Zero
Trust technologies for files, which are
often the primary vector for cyber
attackers to infiltrate an organization.

Register here



http://go.gov.sg/stackxcybersecurity2025
https://apac.cs4ca.com/agenda/
https://isc2chapter.sg/event-6131088

CYDES 2025
1-3July 2025

Cyber threats are evolving—so
must we. With Malaysia as
ASEAN Chair, CYDES
2025: Advancing Cyber
Resilience unites innovators,
leaders, and defenders from 1—
3 July at PICC, Malaysia.

Explore cutting-edge
technologies, engage in high-
level discussions, and forge
strategic collaborations shaping
the future of cybersecurity. Be
part of the solution.

Register here

Blackpanda Recognized with
APPACT Appreciation
Awards for 2022, 2023, and
2025

) BLACKPANDA

Blackpanda Honored
with APPACT
Appreciation Awards
for the Third Time

ized by the

Recogni;
Singapore Police Force CyberCrime Command

Blackpanda is proud to be
awarded the APPACT
Appreciation Awards by
the Singapore Police Force
CyberCrime Command for
three consecutive years—2022,
2023, and 2025. This
recognition honors our
contribution to strengthening
public-private collaboration in
combating cybercrime and
advancing cyber resilience
across Singapore.

At Blackpanda, we
believe cyber emergency
response should be as
accessible as public
emergency services. Our IR-
1 solution—Asia’s first fixed-
cost cyber incident response
subscription—reflects this
commitment, ensuring that
immediate, frontline cyber
response is just a phone call
away.

We are grateful to
the CyberCrime Command
(CCQ) for this recognition and
extend our congratulations to
our fellow APPACT partners
who were also honored at the
Appreciation Dinner. Together,
we are building a safer digital
ecosystem for all.

= Learn more about our
mission and this milestone here

Votiro - Hop on to a Demo
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See how Votiro delivers real-
time data security.

Schedule a personalized demo
to learn how our Zero Trust
Data Detection & Response

platform protects private data
and eliminates file-borne
threats.

Votiro is Zero Trust Content
Security and Data Detection &
Response rolled into one
seamless platform. With our
proactive file-borne threat
prevention, real-time privacy
and compliance capabilities,
and actionable data insights,
our Data Security solution
protects organizations from
countless digital threats that
pose unnecessary risks to your
employees, your customers,
and your reputation.

Support NTUC Union Member
Recruitment

B ntoc

NTUC UNION MEMBERS
GET UP TO $250 TRAINING
BENEFIT PER YEAR

RECEIVE 50% COURSE FEES UNDER THE
UNION TRAINING ASSISTANCE PROGRAMME (UTAP)

Full course fee before subsidy (oefors GST)

Stophy, 2080 22, wants 10 1940 Up & WSQ course
costing $1.200 (oodom GST)

o st e

EXCLUSIVE SAVINGS AND PERKS

(7 FoirPrice

or more benefits, visit
3 www.ntucmembership.sg

Register here



http://www.cydes.my/
https://www.blackpanda.com/blog/blackpanda-honored-with-appact-appreciation-awards-for-third-time
https://votiro.com/book-a-demo/?utm_source=aisp&utm_medium=partner
https://www.ntuc.org.sg/uportal/memberships/become-a-member?CampaignCode=UA-ONLINEAISP

AiSP Courses to help advance in your Career & Knowledge

Qualified Information Security Professional Course (QISP) E-Learning

QISP Exam
Preparatory
E-Learning

Course
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Prepare for QISP :
Exam via E-Learning SecURTY romtoctine
Anytime, Anywhere! and Engineering

Our e-learning program is perfect for those who
want to prepare for the QISP Exam based on
AiSP IS-BOK domains. With access for 12

months, you can study at your own pace on our
beautifully designed and responsive e-learning
platform.

Operation and
Infrastructure Security|

Software Security
. Software
Grab the exclusive
launch offer at x

SGD 499 nett! .

Cyb

GD 429 nett

.
Cyber Security o > ¥ z 4
Competency Development  €NAUIry@wissen-intl.com | www.wissen-intl.com

Prepare for the Qualified Information Security Professional (QISP) examination with
our newly developed e-learning course, launched on 1 March 2024!

Our highly responsive e-learning platform will allow you to learn anytime, anywhere with

modular courses, interactive learning and quizzes. Complete the course in a month or up

to 12 months! Enjoy lean-forward learning moments with our QISP/QISA preparatory e-
learning course. Receive a certificate of completion upon completion of the e-learning
course. Fees do not include QISP examination voucher. Register your interest here!



https://forms.gle/T9eJn74MHh3TMqkf7

AiSP Courses to help advance in your Career & Knowledge

Qualified Information Security Professional Course (QISP) Preparatory Course
14 — 16 April 2025

@ REPuBLIC ks AIDIP

Qualified Information Security
Professional (QISP)
Preparatory Course

(SkillsFuture Funded)

About the Course
Key Learning Outcomes

_ Who Should Attend? Date of Course:

Ready to level up your cybersecurity career? The QISP Preparatory Course dives deep
into the AISP's IS-BOK 2.0, arming you with the knowledge to ace the QISP exam and
master critical domains like governance, business continuity, operational, infrastructure
and software security, as well as cyber defence. From aligning security with business
goals to designing robust architectures, this course is your fast track to becoming a
certified information security pro.

The Qualified Information Security Professional (QISP) certification is an up-and-coming
programme from the Association of Information Security Professionals (AiSP) to raise the
professional proficiency of information security practitioners in Singapore through training
and qualification, and to build a critical pool of competent personnel in Singapore to
handle, contain and manage cyber security threats.

For more info about QISP : https://www.aisp.sg/gisp.html
The course is from 14 to 16 Apr 2025 and it is SkillsFuture funded.

Register here



https://www.aisp.sg/qisp.html
https://for.edu.sg/rp-qisp

AiSP Courses to help advance in your Career & Knowledge

Qualified Information Security Professional Course (QISP) Exam Preparation Crash Course

Deloitte. AISP

QISP® EXAM
PREPARATION
CRASH COURSE

Are you ready to boost
your cybersecurity
career with the QISP®
certification? Join
Deloitte’s intensive crash

course and get exam-

reody in JUSt 3 dOyS! Information Security Body of Knowledge
(1s BOK) 2.0. Candidates must achieve a
Taught by our experts with minimum of 50-64% (Qualified Information
several years of industry Security Associate), 65% and above

experience (Qualified Information Security
Intensive fast-tracked learning  professional) to pass.

The QISP® training is based on AiSP’s

Practical exercises for

S Domains covered on the QISP® exam:
real-world application

. L. » Governance & Management
AL il » Physical Security and Business Continuity
« Security Architecture and Engineering
» Operation and Infrastructure Security
« Software Security

» Cyber Defence

New batch is starting soon, register your
interest now by scanning the QR code!

Register here



https://forms.office.com/e/vp9Hge9S2q

Advertisement

For Individuals Without
IT/Cybersecurity Experience

Build Strong Technical
Foundational Skills with

CO ESSENTIALS SERIES
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Cloud & Threat
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@ Video @ Hands-on e CTF/Capstone e Proctored
Lessons  Labs Project Exam

Secure Your Career Now

Learn Foundational Cybersecurity Skills with EC-Council’s Essentials series of courses, there are 8 titles to choose
from!

1. Ethical Hacking Essentials
2. Network Defence Essentials
3. Digital Forensics Essentials

4. Cloud Security Essentials

5. 10T Security Essentials
6. DevSecOps Essentials
7. SOC Essentials
8. Threat Intelligence Essentials

In today’s digital world, cybersecurity and tech skills are more essential than ever. Whether you're a student, career switcher, or
IT enthusiast, EC-Council’s 8 Essentials Courses provide the perfect foundation to boost your knowledge and open new career
opportunities.

Learn the fundamentals of cybersecurity, cloud, networking, and coding.

Hands-on virtual labs for real-world practice.

Industry-recognized training to enhance your resume.

Exclusive Offer for AiSP Members — Enjoy a special discounted price for each Essentials course at SGD 399 nett!
Email enquiry@wissen-intl.com or WhatsApp 9061 8281 for more information!

Click here for our Contributed Contents from our partners
Click here for the job postings available for a cybersecurity career
Click here to view the SME Cyber Safe Portal

Click here to view AiSP Cyber Wellness Portal

Our Mailing Address is:
6 Raffles Boulevard, JustCo, Marina Square, #03-308, Singapore 039594

Please click here to unsubscribe if you do not wish to receive emails from AiSP.
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